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Постановка задачи:

Разработать программу, реализующую алгоритм Диффи-Хеллмена.

Ход выполнения работы:

1. Создаются два объекта класса Пользователь (Алиса и Боб), один объект класса Подслушивающий (Ева) и один объект класса Канал.
2. Алиса и Боб генерируют параметры p и g и обмениваются ими между собой по каналу передачи данных. Ева подслушивает канал и сохраняет себе эти параметры.
3. Алиса и Боб создают свои закрытые ключи.
4. Ева пытается отправить Бобу свой публичный ключ, безуспешно. Алиса генерирует и отсылает Бобу свой публичный ключ. Ева подслушивает канал и сохраняет себе этот ключ.
5. Боб генерирует и отсылает Алисе свой публичный ключ. Ева подслушивает канал и сохраняет себе этот ключ.
6. Алиса и Боб генерируют у себя общий секретный ключ.

Вывод:

Алгоритм работает корректно, общие секретные ключи пользователей сходятся.